
Information générale sur le traitement des données à 
caractère personnel pour le public 

Conformément aux articles 13 et 14 du Règlement (UE) 2016/679 du Parlement européen et du Conseil relatif à la 
protection des personnes physiques à l’égard du traitement des données à caractère personnel et à la libre 
circulation de ces données (ci-après le « Règlement général sur la protection des données » ou « RGPD »), ainsi qu’aux 
articles 19 et 20 de la Loi n° 18/2018 relative à la protection des données à caractère personnel et modifiant 
certaines lois (ci-après la « Loi sur la protection des données personnelles »). 

L’objectif de la présente information est de vous fournir des précisions sur les données à caractère personnel 
que nous traitons, la manière dont nous les utilisons, les finalités de leur traitement, les destinataires 
éventuels, ainsi que les modalités d’exercice de vos droits en matière de protection des données. 

Données d’identification et de contact 
Le responsable du traitement de vos données à caractère personnel est la société msg life Slovakia s. r. o., 
Hraničná 18, 821 05 Bratislava (ci-après le « responsable du traitement »). 

En cas de questions, d’ambiguïtés concernant le traitement de vos données à caractère personnel, de 
suggestions ou de réclamations — notamment si vous estimez que vos données sont traitées de manière 
illicite ou inéquitable — ou si vous souhaitez exercer l’un de vos droits, vous pouvez nous contacter à tout 
moment par courrier électronique à l’adresse suivante : gdpr.sk@msg.group, ou par écrit à l’adresse postale 
du responsable du traitement. Nous nous engageons à traiter votre demande dans les plus brefs délais, et 
au plus tard dans un délai d’un (1) mois à compter de sa réception. Dans certains cas, des informations 
complémentaires pourront vous être demandées afin de vérifier votre identité. 

Les questions, suggestions ou demandes d’exercice de vos droits peuvent être transmises à notre délégué à 
la protection des données externe, chargé d’assurer une supervision indépendante du traitement licite et 
sécurisé de vos données à caractère personnel. Si vous le souhaitez, vous pouvez également contacter 
directement le délégué à l’adresse suivante : dpo3@proenergy.sk. 

En cas de connaissance ou de suspicion d’une violation de la sécurité ayant un impact sur les données à 
caractère personnel (violation de données), nous vous prions de nous en informer sans délai en envoyant un 
courriel à gdpr.sk@msg.group. 
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Aperçu des activités de traitement  
Vos données à caractère personnel peuvent être traitées dans le cadre des opérations de traitement suivantes 
(fichier) : 

A. Gestion des archives (et de la correspondance) – vos données personnelles peuvent être traitées 
en vertu d’une obligation légale à des fins de gestion des archives et d’enregistrement du courrier. Le 
traitement des données issues de la correspondance peut également être effectué dans le cadre de 
l’exécution d’un contrat ou de mesures précontractuelles (négociation de contrat, exécution 
contractuelle, gestion comptable, traitement des réclamations, etc.), d’une obligation légale (par 
exemple, signalement d’alert, traitement des demandes des personnes concernées, gestion des 
archives), ou d’un intérêt légitime (par exemple, traitement des plaintes, gestion des partenaires 
commerciaux, traitement de communications non sollicitées). 

B. Signalement d’alert (whistleblowing) – vos données personnelles peuvent être traitées si vous avez 
soumis un signalement non anonyme concernant une activité potentiellement répréhensible, ou si 
vous êtes impliqué(e) ou concerné(e) par une enquête menée conformément à une législation 
spécifique. 

C. Agenda corporatif - nous pouvons traiter vos données personnelles si vous êtes associé(e) de la 
société, dans le but de remplir les obligations légales liées à la gouvernance d’entreprise. La base 
légale du traitement est l’obligation légale. 

D. Promotion - nous pouvons traiter vos photographies, enregistrements vidéo, avis ou autres 
informations vous concernant uniquement dans la mesure et selon les modalités pour lesquelles 
vous avez donné votre consentement explicite. Si nous avons estimé que le consentement n’est pas 
requis (par exemple, en raison d’un effort disproportionné ou d’un intérêt légitime), notamment si 
vous participez à un événement organisé par le responsable du traitement destiné à un large public, 
nous pouvons réaliser et traiter des photographies ou autres enregistrements dans le cadre de notre 
intérêt légitime. Ces données peuvent être utilisées à des fins de promotion positive, de 
documentation ou de présentation des activités du responsable du traitement. Il est dans notre 
intérêt de documenter et de promouvoir nos activités afin de renforcer nos relations internes et 
externes, et de préserver notre réputation. Si vous ne souhaitez pas que vos photographies, vidéos 
ou autres données soient utilisées à ces fins, vous pouvez exercer vos droits (opposer au traitement 
ou retirer votre consentement) via les coordonnées indiquées au début de cette notice. 

E. Concours - nous pouvons traiter — et, si vous y consentez, publier — vos données personnelles dans 
le cadre de votre participation à un concours, uniquement dans la mesure et selon les modalités pour 
lesquelles vous avez donné votre consentement volontaire. Ce consentement peut être retiré à tout 
moment. 

F. Cookies - lorsque vous consultez notre site web, nous pouvons traiter vos données personnelles afin 
de fournir et d’améliorer nos services, développer de nouvelles fonctionnalités, protéger les 
utilisateurs et assurer une recherche et une publicité efficaces. Pour les données qui ne sont pas 
strictement techniques, votre consentement volontaire est requis pour l’utilisation de cookies.  

G. Mesures techniques et organisationnelles – dans le but d’assurer votre sécurité ainsi que la nôtre 
(y compris la protection de vos données à caractère personnel), de démontrer le respect de nos 
obligations légales, et de faire valoir, exercer ou défendre nos droits juridiques ou ceux de tiers, nous 
pouvons traiter des enregistrements contenant vos données personnelles. Selon les besoins, cela 
peut inclure notamment : 

a. des enregistrements relatifs à votre consentement au traitement de données, 
b. des preuves de l’exécution de notre obligation d’information à votre égard, 
c. des enregistrements relatifs au traitement de vos demandes, 
d. des enregistrements concernant les accès et ressources autorisés/attribués et leur 

utilisation, le cas échéant, 
e. des enregistrements nécessaires dans le cadre d’enquêtes sur des incidents de sécurité ou 

des violations de données, 
f. des attestations de participation à des formations que nous vous avons dispensées, 
g. des engagements de confidentialité que vous avez signés, 
h. des enregistrements relatifs à votre participation à nos activités de contrôle ou d’audit, 
i. d’autres enregistrements liés à la mise en œuvre de mesures techniques et 
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organisationnelles adoptées. 
Le traitement repose sur l’intérêt légitime du responsable du traitement ainsi que sur une obligation 
légale découlant du RGPD. Ces enregistrements peuvent être utilisés pour établir votre responsabilité 
et servir de preuve dans le cadre de la constatation, de l’exercice ou de la défense des droits du 
responsable du traitement ou de tiers (notamment en cas d’atteinte ou de menace à la sécurité, à la 
vie ou à la santé humaine, aux biens, en cas de préjudice financier ou matériel, d’interruption 
d’activité, d’atteinte à la réputation, de fuite de savoir-faire, etc.).  

H. Communauté IT de msg - si vous vous inscrivez en tant que membre de notre communauté IT de 
msg et acceptez ses règles de fonctionnement, vous bénéficierez de tous les avantages liés à 
l’adhésion, y compris la participation à des concours exclusifs réservés aux membres. En contrepartie, 
nous nous engageons à vous fournir gratuitement les services et avantages associés à l’adhésion à 
la communauté IT de msg. Afin de remplir nos obligations à votre égard dans ce cadre, nous pouvons 
traiter les données à caractère personnel nécessaires à cette finalité. La base légale de ce traitement 
est l’exécution d’un contrat. Vous pouvez mettre fin à votre adhésion à tout moment en procédant à 
votre désinscription. 

I. Communauté Alumni de msg- si vous manifestez votre intérêt pour rejoindre notre communauté 
Alumni de msg et acceptez ses règles de fonctionnement, vos données à caractère personnel seront 
traitées sur la base de votre consentement explicite, exclusivement aux fins de votre adhésion à la 
communauté Alumni de msg. Nous traiterons uniquement les données personnelles nécessaires à 
cette finalité. En devenant membre, vous bénéficiez de tous les avantages liés à l’adhésion. Votre 
participation est entièrement volontaire et vous pouvez y mettre fin à tout moment en vous 
désinscrivant. 
 

Les données issues de certaines des opérations de traitement mentionnées ci-dessus peuvent, le cas échéant 
et dans la mesure strictement nécessaire, être utilisées dans le cadre de la constatation, de l’exercice ou de la 
défense de droits en justice, que ce soit par nous-mêmes ou par des tiers (par exemple, transmission de 
données aux autorités judiciaires, huissiers de justice, avocats, etc.), dans le cadre de procédures judiciaires 
ou extrajudiciaires, de recouvrement de créances, etc. Certaines données personnelles collectées (par 
exemple, attestations, enregistrements, documents justificatifs, etc.) peuvent être conservées et utilisées 
comme preuves dans le cadre d’audits, de contrôles réalisés par des tiers, ou pour démontrer le respect par 
le responsable du traitement de ses obligations légales, contractuelles, sectorielles ou autres. 

Certaines données peuvent également être utilisées à des fins statistiques internes, pour l’amélioration 
continue de nos processus et services, mais toujours dans une mesure strictement nécessaire et, dans la 
mesure du possible, en appliquant des mesures de sécurité telles que l’anonymisation, la pseudonymisation 
ou le chiffrement. 

Informations générales complémentaires 
Vos données à caractère personnel sont traitées dans le cadre des activités de traitement mentionnées ci-
dessus conformément aux principes de traitement des données à caractère personnel, de manière à ce que 
seules les données strictement nécessaires à la réalisation des finalités légales déterminées soient traitées, 
et qu’elles soient conservées pendant une durée limitée, en conformité avec la législation en vigueur 
(notamment la loi sur les archives et la gestion des documents). Les délais de conservation spécifiques sont 
précisés dans la section « Détails des activités de traitement » du présent document. Ces délais peuvent être 
prolongés dans des cas exceptionnels, notamment dans le cadre de la constatation, de l’exercice ou de la 
défense de droits en justice. 

Nous collectons principalement vos données personnelles directement auprès de vous, en tant que personne 
concernée (ou de votre représentant légal). Si les données sont obtenues auprès d’autres sources, nous vous 
en informons de manière transparente et nous nous assurons que ces données ont été collectées de manière 
licite (par exemple, avec votre consentement) et qu’elles sont exactes et à jour. En cas de modification de vos 
données personnelles, nous vous prions de bien vouloir nous en informer. 



msg life Slovakia s. r. o. Information générale sur le traitement 
des données à caractère personnel 

pour le public 
 

[Public] ver [V1.0] Page 4 sur 22 
 

L’accès à vos données personnelles est réservé à nos personnes autorisées, dûment formées aux règles et 
responsabilités en matière de traitement des données personnelles, et soumises à une obligation de 
confidentialité concernant les données auxquelles elles ont accès. 

L’accès à vos données peut également être accordé à des destinataires externes et à d’autres entités habilitées 
ou tenues par la loi, ou dans le cadre de l’exercice de l’autorité publique. Il peut s’agir notamment 
d’organismes et d’institutions (y compris les autorités publiques et de contrôle), mais aussi de partenaires 
contractuels agissant en tant que responsables de traitement indépendants au sens de la législation 
applicable, ou d’autres entités prévues par la loi. Nous pouvons également partager vos données avec des 
sous-traitants contractuellement mandatés, qui se sont engagés à mettre en œuvre des garanties appropriées 
pour assurer la protection de vos données personnelles. Dans certains cas, les données peuvent être 
partagées au sein du groupe d’entreprises msg life, à des fins administratives internes, ou avec d’autres 
parties dans le cadre d’un intérêt légitime. Si vous nous avez donné votre consentement explicite ou si vous 
nous avez demandé de transmettre vos données, celles-ci peuvent également être communiquées à d’autres 
destinataires. De même, vos données peuvent être partagées avec des partenaires contractuels dans le cadre 
de l’exécution d’un contrat conclu entre vous et le responsable du traitement. 

Nous vous informons par la présente de tout transfert de données à caractère personnel vers des pays tiers 
ou des organisations internationales. En cas de tel transfert, cette information est précisée dans la section « 
Détails des activités de traitement », accompagnée des garanties appropriées, qui peuvent inclure notamment 
: (i) une décision d’adéquation de la Commission européenne, (ii) la signature de clauses contractuelles types 
entre l’exportateur et l’importateur de données, (iii) l’adoption de règles d’entreprise contraignantes, (iv) ou 
l’application d’une dérogation pour des situations particulières (par exemple, votre consentement explicite), 
etc. 

Ces informations, ainsi que d’autres détails spécifiques relatifs au traitement de vos données personnelles, 
sont présentées pour chaque activité de traitement dans la section « Détails des activités de traitement » du 
présent document. 

Vos droits 
En tant que personne concernée dont les données à caractère personnel sont traitées, vous disposez, 
conformément au Règlement général sur la protection des données (RGPD) et à la loi sur la protection des 
données personnelles, de plusieurs droits relatifs au traitement de vos données. Vous trouverez ci-dessous 
un aperçu de ces droits. Si vous souhaitez exercer l’un de ces droits, vous pouvez utiliser notre formulaire de 
demande joint en annexe, à envoyer aux coordonnées indiquées au début de la présente information. Si vous 
avez des doutes sur vos droits ou si vous avez besoin d’aide pour remplir le formulaire, vous pouvez contacter 
notre délégué à la protection des données externe, dont les coordonnées figurent également au début de ce 
document. 

Droit d’accès 

Vous avez le droit de nous demander des informations sur la manière dont nous traitons vos données à 
caractère personnel, y compris : 

 les finalités du traitement de vos données, 
 les catégories de données personnelles concernées, 
 les destinataires ou catégories de destinataires auxquels vos données sont communiquées, 
 la durée de conservation de vos données ou les critères utilisés pour la déterminer, 
 les droits dont vous disposez, 
 la source des données, si elles n’ont pas été collectées directement auprès de vous, 
 l’existence d’une prise de décision automatisée, y compris le profilage, 
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 le cas échéant, le transfert de vos données vers un pays tiers (hors Union européenne ou Espace 
économique européen) ou vers une organisation internationale, ainsi que les garanties mises en 
place pour assurer leur protection. 

Toutes ces informations sont déjà disponibles dans le présent document. Sur demande, nous vous fournirons 
une copie des données personnelles que nous traitons à votre sujet. Pour toute copie supplémentaire, des 
frais raisonnables correspondant aux coûts administratifs peuvent être facturés. Le droit d’obtenir une copie 
ne doit pas porter atteinte aux droits et libertés d’autrui. Le responsable du traitement vous informera des 
modalités de mise à disposition de la copie, de la procédure suivie, des éventuels frais et des autres détails 
pertinents après réception de votre demande. Si vous avez soumis votre demande par voie électronique, les 
informations vous seront fournies dans un format électronique couramment utilisé, sauf demande contraire 
de votre part. 

Remarque : Vous pouvez exercer votre droit d’accès en remplissant le formulaire de demande – point D de 
l’annexe n°1 du présent document. 

Droit à la portabilité des données 

Vous avez le droit de recevoir les données à caractère personnel vous concernant que vous nous avez 
fournies, dans un format structuré, couramment utilisé et lisible par machine, lorsque le traitement est fondé 
sur votre consentement ou sur l’exécution d’un contrat. Vous avez également le droit de demander que ces 
données soient transmises directement à un autre responsable du traitement, lorsque cela est 
techniquement possible. 

Remarque : Vous pouvez exercer votre droit à la portabilité des données en remplissant la demande prévue 
au point E de l’annexe n°1 du présent document. 

Droit de rectification 

Il est essentiel que nous disposions d’informations exactes et complètes vous concernant, afin d’éviter toute 
erreur, situation désagréable ou conséquence indésirable. Vous avez le droit d’obtenir sans délai la 
rectification des données personnelles inexactes vous concernant, ainsi que le complément des données 
incomplètes. Nous vous demandons également de nous informer sans délai de toute modification ou mise à 
jour de vos données personnelles, notamment en cas de changement de vos coordonnées ou informations 
d’identification. 

Remarque : Vous pouvez exercer votre droit de rectification (ou de complément) en remplissant la demande 
prévue aux points A ou B de l’annexe n°1 du présent document. 

Droit à l’effacement (« droit à l’oubli ») 

Vous avez le droit de demander l’effacement de vos données à caractère personnel. Nous répondrons 
favorablement à votre demande sans délai si l’un des motifs suivants est rempli :  

 les données ne sont plus nécessaires au regard des finalités pour lesquelles elles ont été collectées 
ou traitées ; 

 vous retirez votre consentement et aucune autre base légale ne justifie le traitement ; 
 vous vous opposez au traitement et aucun motif légitime impérieux ne prévaut pour le traitement, 

ou vous vous opposez au traitement à des fins de prospection directe (y compris le profilage) ; 
 les données ont été traitées de manière illicite ; 
 les données doivent être effacées pour respecter une obligation légale prévue par le droit de l’Union 

ou le droit national auquel le responsable du traitement est soumis ; 
 les données ont été collectées dans le cadre de l’offre de services de la société de l’information.  

Vous pouvez, par exemple, demander l’effacement de vos données personnelles si nous les traitons de 
manière illicite, notamment dans les cas où nous les conservons plus longtemps que nécessaire ou sans 
justification valable. 
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Cependant, dans certains cas, nous ne pourrons pas accéder à votre demande d’effacement, notamment 
lorsque le traitement est nécessaire : à l’exercice du droit à la liberté d’expression et d’information, au respect 
d’une obligation légale imposée par le droit de l’Union ou le droit national auquel le responsable du traitement 
est soumis, à l’exécution d’une mission d’intérêt public, pour des raisons d’intérêt public dans le domaine de 
la santé publique, à des fins d’archivage dans l’intérêt public, ou pour la constatation, l’exercice ou la défense 
de droits en justice. 

Remarque : Vous pouvez exercer votre droit à l’effacement en remplissant la demande prévue au point C de 
l’annexe n°1 du présent document. 

Droit à la limitation du traitement 

Vous avez le droit d’obtenir la limitation du traitement de vos données à caractère personnel dans les cas 
suivants : 

 vous contestez l’exactitude des données personnelles, pendant une période nous permettant de 
vérifier cette exactitude ; 

 le traitement est illicite et, au lieu de demander l’effacement des données, vous exigez la limitation 
de leur utilisation ; 

 nous n’avons plus besoin des données aux fins du traitement, mais vous en avez besoin pour la 
constatation, l’exercice ou la défense de droits en justice ; 

 vous vous êtes opposé(e) au traitement, dans l’attente de la vérification de la prévalence éventuelle 
de nos motifs légitimes sur les vôtres. 

Lorsque le traitement est limité pour l’un des motifs mentionnés ci-dessus, les données concernées ne 
peuvent être traitées (à l’exception de leur conservation) qu’avec votre consentement, ou pour la constatation, 
l’exercice ou la défense de droits en justice, ou pour la protection des droits d’une autre personne physique 
ou morale, ou encore pour des motifs importants d’intérêt public de l’Union ou d’un État membre. 

Nous vous informerons avant de lever la limitation du traitement. 

Nous vous assurons également que si vous exercez votre droit de rectification, d’effacement ou de limitation 
du traitement, nous notifierons cette modification à tous les destinataires auxquels les données ont été 
communiquées, sauf si une telle communication s’avère impossible ou nécessite des efforts 
disproportionnés. 

Remarque : Vous pouvez exercer votre droit à la limitation du traitement en remplissant la demande prévue 
au point F de l’annexe n°1 du présent document. 

Droit d’opposition au traitement 

Si vous estimez que nous n´avons pas le droit de  traiter vos données à caractère personnel, vous avez le 
droit de vous opposer à leur traitement. Cela concerne notamment les situations dans lesquelles le traitement 
est effectué sur la base de notre intérêt légitime que nous poursuivons en tant que responsable du traitement 
ou sur l’exécution d’une mission d’intérêt public, y compris les traitements impliquant du profilage. Dans de 
tels cas, nous ne pourrons poursuivre le traitement que si nous sommes en mesure de démontrer des motifs 
légitimes impérieux qui prévalent sur vos intérêts, droits et libertés. Toutefois, nous pourrons toujours traiter 
vos données si cela est nécessaire à la constatation, l’exercice ou la défense de droits en justice. Si vos données 
sont traitées à des fins de prospection directe, vous avez le droit de vous y opposer à tout moment, y compris 
en ce qui concerne le profilage lié à une telle prospection. 

Remarque : Vous pouvez exercer votre droit d’opposition en remplissant la demande prévue au point G de 
l’annexe n°1 du présent document. 
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Droit de ne pas faire l’objet d’une décision fondée exclusivement sur un traitement automatisé, y 
compris le profilage. 

Si nous mettons en œuvre des traitements impliquant du profilage, vous en serez informé(e) de manière 
détaillée dans les sections spécifiques relatives aux activités de traitement concernées. Nous vous assurons 
que, si nous indiquons qu’un tel traitement n’est pas effectué, cela signifie que vos données personnelles ne 
sont pas utilisées (et ne le seront pas) pour évaluer ou prédire des aspects personnels vous concernant, tels 
que vos performances professionnelles, votre situation économique, votre santé, vos préférences 
personnelles, vos centres d’intérêt, votre fiabilité, votre comportement, votre localisation ou vos 
déplacements. 

Dans le cas où un tel traitement serait mis en œuvre, vous avez le droit de demander à ne pas faire l’objet 
d’une décision fondée exclusivement sur un traitement automatisé, y compris le profilage. Toutefois, ce droit 
ne s’applique pas si : la décision est nécessaire à la conclusion ou à l’exécution d’un contrat entre vous et le 
responsable du traitement, la décision est autorisée par le droit de l’Union ou d’un État membre, qui prévoit 
également des garanties appropriées pour la protection de vos droits et libertés ainsi que de vos intérêts 
légitimes, ou si la décision est fondée sur votre consentement explicite. 

Remarque : Vous pouvez exercer ce droit en remplissant la demande prévue au point H de l’annexe n°1 du 
présent document. 

Droit de retirer son consentement au traitement des données à caractère personnel 

Si vous nous avez précédemment donné votre consentement au traitement de vos données à caractère 
personnel, vous avez le droit de retirer ce consentement à tout moment. Nous respecterons votre décision et 
veillerons à ce que vos données ne soient plus traitées à cette fin. Veuillez noter que le retrait du 
consentement n’affecte pas la licéité du traitement fondé sur le consentement effectué avant ce retrait. En 
pratique, cela signifie que, par exemple, si vos données ont été publiées dans des supports promotionnels 
déjà diffusés sur la base de votre consentement, nous ne procéderons pas à leur retrait rétroactif, car le 
traitement était licite au moment de la diffusion. 

Si vous nous avez donné votre consentement par voie électronique, vous pouvez également le retirer par les 
mêmes moyens techniques. Vous pouvez aussi simplement nous écrire à l’adresse de contact indiquée au 
début du présent document pour nous informer que vous ne souhaitez plus que vos données soient traitées 
et que vous retirez votre consentement.  

Droit d’introduire une réclamation auprès d’une autorité de contrôle 

Si vous n’êtes pas satisfait(e) de notre réponse, ou si vous estimez que nous avons enfreint vos droits ou traité 
vos données personnelles de manière injuste ou illégale, vous avez le droit d’introduire une réclamation 
(demande d’ouverture de procédure) auprès de l’autorité de contrôle compétente, à savoir l’Office pour la 
protection des données personnelles de la République slovaque. Des informations détaillées sur la procédure 
de dépôt de plainte sont disponibles sur le site : www.dataprotection.gov.sk. 

Sécurité du traitement de vos données à caractère personnel 
Nous souhaitons vous démontrer que la sécurité de vos données à caractère personnel et la protection de 
votre vie privée sont prises très au sérieux. C’est pourquoi nous vous présentons ici les principes 
fondamentaux de nos pratiques en matière de sécurité des données. 

Nous assurons la sécurité des informations, y compris des données à caractère personnel, par la mise en 
œuvre de mesures techniques et organisationnelles appropriées, fondées sur les normes internationales en 
matière de sécurité de l'information (notamment ISO/IEC 27001:2013 et ISO/IEC 27002:2013). 
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Les locaux dans lesquels nous traitons vos données à caractère personnel sont protégés par des dispositifs 
physiques adaptés, incluant des moyens de protection mécaniques, des systèmes de sécurité techniques et 
des mesures organisationnelles. 

Le traitement et la sécurisation des données à caractère personnel sont régis par un ensemble de politiques 
et de procédures régulièrement mises à jour, avec des responsabilités clairement définies et attribuées.  

Tous les processus liés au traitement de vos données sont documentés et font l’objet de mises à jour 
régulières. Tout nouveau processus est soumis à une évaluation et une validation rigoureuse. 

Lors du traitement des données, nous tenons compte des risques potentiels pour vos droits et libertés en cas 
de perte de confidentialité, de disponibilité ou d’intégrité. Les opérations de traitement présentant un risque 
élevé sont encadrées par des mesures renforcées afin de garantir une protection accrue.  

Nous réalisons périodiquement des activités de contrôle et d’audit visant à vérifier le respect des règles 
établies et à évaluer la conformité aux exigences en matière de protection des données et de sécurité. Les 
éventuelles non-conformités identifiées font l’objet d’actions correctives immédiates. 

Nous faisons appel à un délégué à la protection des données (DPO) externe, indépendant et impartial, chargé 
de superviser la conformité légale et sécuritaire du traitement des données à caractère personnel. 

Les personnes autorisées à accéder à vos données dans le cadre de leurs fonctions sont soumises à une 
obligation de confidentialité. Elles sont formées avant toute opération de traitement et reçoivent des 
formations complémentaires selon les besoins, portant sur les exigences et responsabilités liées à la 
protection des données. 

Nous collaborons exclusivement avec des sous-traitants fiables, contractuellement engagés à mettre en 
œuvre des mesures de sécurité appropriées pour le traitement de vos données à caractère personnel. 

L’accès aux données par les personnes autorisées est strictement encadré selon les principes du « besoin de 
savoir » et du « besoin d’utiliser ».  

Nous avons mis en place un système de gestion des incidents de sécurité et des violations de données à 
caractère personnel, garantissant la continuité des activités. 

Nous tenons à jour un registre des actifs primaires et secondaires liés au traitement des données, auquel 
sont associées des mesures de sécurité adéquates, incluant des règles de suppression sécurisée, de 
sauvegarde, de chiffrement, de protection contre les logiciels malveillants, d’authentification appropriée, de 
pseudonymisation ou d’anonymisation, ainsi que des règles d’utilisation et de transfert des actifs, entre 
autres. 
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Détails des activités de traitement (fichiers) 
Fichier – Gestion des archives (et de la correspondance) 

1 Finalité du traitement des données à caractère personnel et base juridique du traitement 
  La finalité du traitement des données à caractère personnel est la suivante : 
  la tenue et la gestion du registre, le traitement de la correspondance électronique et papier. 
  Les données à caractère personnel sont traitées sur la base de : 
  (1) Article 6, paragraphe 1, point c) du RGPD: traitement nécessaire au respect d’une obligation légale : 

• Loi n° 395/2002 Coll. relative aux archives et aux registres, et modifiant certaines lois, telle que modifiée,  
• Loi n° 305/2013 Coll. relative à la forme électronique de l’exercice des compétences des autorités publiques 
et modifiant certaines lois (loi sur l’administration électronique), telle que modifiée, 
(2) Article 6, paragraphe 1, point f) du RGPD: traitement fondé sur l’intérêt légitime du responsable du 
traitement. 

2 Identification des données à caractère personnel traitées et des personnes concernées 
  Personnes concernées dont les données sont traitées : 
  personnes physiques – responsables du traitement et sous-traitants, personnes autorisées agissant pour le 

compte des responsables du traitement et des sous-traitants, autres personnes physiques participant à une 
procédure ou communication. 

  Catégories de données à caractère personnel traitées : 
  données d’identification telles que : titre, nom, prénom, signature, adresse postale, adresse électronique, 

numéro de téléphone, autres données de nature variable selon le contenu de la communication, 
conformément à la loi n° 305/2013 Coll., ou fournies volontairement dans le cadre de la communication. 

3 Identification des destinataires ou autres parties pouvant avoir accès aux données 
  Catégories de destinataires Identification des destinataires 
  (1) Institutions, organisations, partenaires contractuels ou autres 

parties auxquelles l’accès aux données est autorisé par une disposition 
légale spécifique et/ou dans le cadre de l’exercice de l’autorité 
publique (conformément à l’article 6, paragraphe 1, points c) et e) du 
RGPD), par exemple : 
- Loi n° 395/2002 Coll. relative aux archives et aux registres, telle que 
modifiée 
- Autre disposition légale pertinente 
(2) Sous-traitant agissant sur la base d’un contrat de traitement des 
données (conformément à l’article 28 du RGPD) 
(3) Autre responsable du traitement, si vous avez donné votre 
consentement explicite (conformément à l’article 6, paragraphe 1, 
point a) du RGPD) 
(4) Partenaire contractuel, dans le cadre de l’exécution d’un contrat 
conclu entre vous et le responsable du traitement (conformément à 
l’article 6, paragraphe 1, point b) du RGPD) 
(5) Autre partie, sur la base de l’intérêt légitime du responsable du 
traitement (conformément à l’article 6, paragraphe 1, point f) du 
RGPD) 

(1) Ministère de l’Intérieur de la 
République slovaque, Autre entité 

habilitée. 

4 Transfert de données à caractère personnel vers un pays tiers ou une organisation internationale 
  Aucun transfert de données à caractère personnel vers un pays tiers ou une organisation internationale n’est 

effectué. 
5 Identification de la source des données à caractère personnel 
  Les données sont obtenues directement auprès de la personne concernée. 
6 Durée de conservation des données à caractère personnel 
  • Jusqu’à 10 ans pour le journal du registre (registre de correspondance),  

• 5 ans pour la gestion de la correspondance courante et officielle. 
7 Profilage 
  Aucune activité de profilage n’est réalisée. 
8 Obligation de fournir des données à caractère personnel 
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Lorsque la fourniture des données à caractère personnel constitue une exigence légale (gestion du registre, 
enregistrement du courrier, communication électronique avec les autorités publiques), le traitement est 
obligatoire. La personne concernée est tenue de fournir les données demandées ; en cas de refus, elle 
enfreint la loi. La fourniture de données traitées sur la base de l’intérêt légitime est facultative – elle relève de 
l’initiative de la personne concernée. En cas de non-fourniture, le responsable du traitement peut ne pas être 
en mesure d’assurer le traitement ou la réponse à la communication. 

 
Fichier – Signalement d’alert (whistleblowing) 

1 Finalité du traitement des données à caractère personnel et base juridique du traitement 
  La finalité du traitement des données à caractère personnel est la suivante : 
  La finalité du traitement est l’examen des signalements conformément à la loi n° 54/2019 Coll. relative à la 

protection des lanceurs d’alerte d’activités contraires à l’intérêt général, et modifiant certaines lois. 
  Les données à caractère personnel sont traitées sur la base de : 
  (1) Article 6, paragraphe 1, point c) du RGPD – traitement nécessaire au respect d’une obligation légale : 

• Loi n° 54/2019 Coll. relative à la protection des lanceurs d’alerte, 
(2) Article 9, paragraphe 2, point g) du RGPD – traitement nécessaire pour des motifs d’intérêt public 
important, fondé sur le droit de l’Union ou le droit d’un État membre. 

2 Identification des données à caractère personnel traitées et des personnes concernées 
  Personnes concernées dont les données sont traitées : 
  personnes physiques ayant déposé un signalement d’une activité contraire à l’intérêt général ou une 

demande de protection dans le cadre d’un signalement grave (y compris leurs proches pour lesquels une 
protection est demandée), personnes physiques faisant l’objet d’une enquête sur la base du signalement. 

  Catégories de données à caractère personnel traitées : 
  données personnelles contenues dans le signalement et nécessaires à son examen, notamment : données 

d’identification courantes du lanceur d’alerte, données relatives aux personnes impliquées dans la violation, 
détails du signalement (pouvant inclure des données sensibles).  
Liste indicative des données traitées : titre, nom, prénom, date de naissance, adresse de résidence du lanceur 
d’alerte, lieu de travail, identification de l’employeur, données relatives à une personne proche (si elle est liée 
contractuellement au même employeur ou à une entité dépendante de celui-ci, et que le lanceur d’alerte 
demande également sa protection), autres données nécessaires à l’examen du signalement. 

3 Identification des destinataires ou autres parties pouvant avoir accès aux données 
  Catégories de destinataires Identification des destinataires 
  (1) Institutions, organisations, partenaires contractuels ou autres 

parties ayant accès aux données en vertu d’une disposition légale 
spécifique et/ou dans le cadre de l’exercice de l’autorité publique 
(conformément à l’article 6, paragraphe 1, points c) et e) du RGPD), 
notamment : 
- Loi n° 54/2019 Coll. relative à la protection des lanceurs d’alerte 
d’activités contraires à l’intérêt général 
- Loi n° 301/2005 Coll. – Code de procédure pénale 
- Loi n° 171/1993 Coll. relative au corps de police (notamment §76a) 
- Autre disposition légale pertinente 
(2) Sous-traitant agissant sur la base d’un contrat de traitement des 
données (conformément à l’article 28 du RGPD) 
(3) Autre responsable du traitement, si vous avez donné votre 
consentement explicite (conformément à l’article 6, paragraphe 1, 
point a) du RGPD) 
(4) Partenaire contractuel, dans le cadre de l’exécution d’un contrat 
conclu entre vous et le responsable du traitement (conformément à 
l’article 6, paragraphe 1, point b) du RGPD) 
(5) Autre partie, sur la base de l’intérêt légitime du responsable du 
traitement (conformément à l’article 6, paragraphe 1, point f) du 
RGPD) 

(1) Bureau pour la protection des 
lanceurs d’alerte d’activités 

contraires à l’intérêt général, Parties 
à la procédure, Autorité 

administrative compétente, Corps de 
police de la République slovaque, 
Ministère public de la République 

slovaque, Tribunaux de la 
République slovaque, autre entité 

habilitée.  

4 Transfert de données à caractère personnel vers un pays tiers ou une organisation internationale 



msg life Slovakia s. r. o. Information générale sur le traitement 
des données à caractère personnel 

pour le public 
 

[Public] ver [V1.0] Page 11 sur 22 
 

  Aucun transfert de données à caractère personnel vers un pays tiers ou une organisation internationale n’est 
effectué. 

5 Identification de la source des données à caractère personnel 
  Les données sont obtenues directement auprès de la personne concernée (en personne, via boîte de dépôt, 

par courriel ou par téléphone). 
6 Durée de conservation des données à caractère personnel 
  Les données sont conservées pendant 3 ans à compter de la réception du signalement. 
7 Profilage 
  Aucune activité de profilage n’est réalisée. 
8 Obligation de fournir des données à caractère personnel  

La personne concernée fournit ses données à caractère personnel volontairement, conformément à la loi. 
En cas de non-fourniture, il ne sera pas possible de communiquer à la personne concernée le résultat de 
l’examen du signalement, ni de la contacter pour obtenir des informations complémentaires si nécessaire.  

    

Fichier – Agenda corporatif 
1 Finalité du traitement des données à caractère personnel et base juridique du traitement 
  La finalité du traitement des données à caractère personnel est la suivante : 
  La finalité du traitement est la tenue d’un registre des associés, dans le cadre de l’exécution des obligations 

corporatives du responsable du traitement envers ses associés. 
  Les données à caractère personnel sont traitées sur la base de : 
  (1) Article 6, paragraphe 1, point c) du RGPD – traitement nécessaire au respect d’une obligation légale, 

notamment :  
• Loi n° 513/1991 Coll. – Code de commerce, 
• Loi n° 455/1991 Coll. – Loi sur l’entrepreneuriat (loi sur les activités commerciales), 
• Loi n° 40/1964 Coll. – Code civil, 
• Loi n° 431/2002 Coll. – Loi sur la comptabilité, 
• Loi n° 563/2009 Coll. – Loi sur l’administration fiscale (Code fiscal), 
• Loi n° 595/2003 Coll. – Loi sur l’impôt sur le revenu, 
• Loi n° 530/2003 Coll. – Loi sur le registre du commerce. 
(2) Article 10 du RGPD – traitement de données relatives aux condamnations pénales et infractions, autorisé 
par le droit de l’Union ou d’un État membre. 

2 Identification des données à caractère personnel traitées et des personnes concernées 
  Personnes concernées dont les données sont traitées : 
  Les associés de la société du responsable du traitement 
  Catégories de données à caractère personnel traitées : 
  Les données nécessaires à l’exécution des obligations corporatives, notamment : nom, prénom, titre, 

numéro d’identification personnel, date et lieu de naissance, signature, nationalité, citoyenneté, adresse 
permanente et temporaire, numéro de téléphone, adresse électronique, capacité juridique, informations 
financières telles que dividendes, coordonnées bancaires, données issues du certificat de bonne conduite, 
autres données personnelles obtenues ou fournies dans le cadre de la participation de l’associé à la société. 

3 Identification des destinataires ou autres parties pouvant avoir accès aux données 
  Catégories de destinataires Identification des destinataires 
  (1) Institutions, organisations, partenaires contractuels ou autres 

parties ayant accès aux données en vertu d’une disposition légale 
spécifique et/ou dans le cadre de l’exercice de l’autorité publique 
(conformément à l’article 6, paragraphe 1, points c) et e) du RGPD), 
notamment : 
a-Loi n° 586/2003 Coll. relative à la profession d’avocat et modifiant la loi 
n° 455/1991 Coll. sur l’entrepreneuriat (loi sur les activités commerciales)  
b-Loi n° 513/1991 Coll. – Code de commerce 
b-Loi n° 530/2003 Coll. – Loi sur le registre du commerce 
c-Loi n° 595/2003 Coll. – Loi sur l’impôt sur le revenu 
d-Loi n° 461/2003 Coll. – Loi sur l’assurance sociale  
d-Loi n° 43/2004 Coll. – Loi sur l’épargne-retraite 

(1a) Barreau slovaque, 
(1b) Registre du commerce, 
(1c) Administration fiscale, 

(1d) Caisse d’assurance sociale, 
(1e) Caisses d’assurance maladie, 

(1f) Sociétés de gestion de retraite, 
(1g) Autre entité habilitée. 
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e-Loi n° 580/2004 Coll. – Loi sur l’assurance maladie 
f- Loi n° 461/2003 Coll. relative à l’assurance sociale 
f- Loi n° 43/2004 Coll. relative à l’épargne-retraite et modifiant certaines 
lois 
g-Autre disposition légale pertinente 
(2) Sous-traitant agissant sur la base d’un contrat de traitement des 
données (conformément à l’article 28 du RGPD) 
(3) Autre responsable du traitement, si vous avez donné votre 
consentement explicite (conformément à l’article 6, paragraphe 1, 
point a) du RGPD). 
(4) Partenaire contractuel, dans le cadre de l’exécution d’un contrat 
conclu entre vous et le responsable du traitement (conformément à 
l’article 6, paragraphe 1, point b) du RGPD). 
(5) Autre partie, sur la base de l’intérêt légitime du responsable du 
traitement (conformément à l’article 6, paragraphe 1, point f) du 
RGPD) 

4 Transfert de données à caractère personnel vers un pays tiers ou une organisation internationale 
  Aucun transfert de données à caractère personnel vers un pays tiers ou une organisation internationale n’est 

effectué. 
5 Identification de la source des données à caractère personnel 
  La source des données est directement la personne concernée. 
6 Durée de conservation des données à caractère personnel 
  Les données sont conservées après la réalisation de la finalité, conformément aux dispositions de la loi 

relative aux archives et à la gestion documentaire. 
7 Profilage 
  Aucune activité de profilage n’est réalisée. 
8 Obligation de fournir des données à caractère personnel  

La fourniture des données à caractère personnel constitue une exigence légale, contractuelle ou une 
condition nécessaire à la conclusion d’un contrat. La personne concernée est tenue de fournir ses données à 
caractère personnel. En cas de non-fourniture, le responsable du traitement ne sera pas en mesure d’assurer 
le respect des obligations corporatives vis-à-vis des associés.  

    

Fichier - Promotion 
1 Finalité du traitement des données à caractère personnel et base juridique du traitement 
  La finalité du traitement des données à caractère personnel est la suivante : 
  La finalité du traitement est la promotion positive des activités du responsable du traitement à des fins de 

documentation et de présentation (notamment le traitement des données d’identification, des photographies, 
des enregistrements vidéo/audio contenant des données personnelles, ainsi que des avis ou témoignages). 

  Les données à caractère personnel sont traitées sur la base de : 
  (1) l’article 6, paragraphe 1, point a) du RGPD : le consentement de la personne concernée, 

(2) l’article 6, paragraphe 1, point f) du RGPD : l’intérêt légitime poursuivi par le responsable du traitement. 
2 Identification des données à caractère personnel traitées et des personnes concernées 
  Personnes concernées dont les données sont traitées : 
  Les employés (y compris les personnes liées par une relation de travail similaire) ainsi que d’autres personnes 

physiques. 
  Catégories de données à caractère personnel traitées : 
  Données personnelles des employés et des personnes dans une relation de travail similaire : titre, nom, 

prénom, fonction, photographies, enregistrements sonores, visuels et audiovisuels. 
3 Identification des destinataires ou autres parties pouvant avoir accès aux données 

 
 
  

  Catégories de destinataires Identification des destinataires 
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  (1) Institutions, organisations, partenaires contractuels ou autres 
entités ayant accès en vertu d’une disposition légale spécifique et/ou 
dans le cadre de l’exercice de l’autorité publique, conformément à 
l’article 6, paragraphe 1, points c) et e) du RGPD par exemple : 
- autre disposition légale spécifique 
(2) Sous-traitant agissant sur la base d’un contrat de sous-traitance, 
conformément à l’article 28 du RGPD 
(3) Autre responsable du traitement, uniquement si vous avez donné 
votre consentement, conformément à l’article 6, paragraphe 1, point a) 
du RGPD 
(4) Partenaire contractuel, dans le cadre de l’exécution d’un contrat 
conclu entre vous et le responsable du traitement, conformément à 
l’article 6, paragraphe 1, point b) du RGPD 
(5) Autre partie, sur la base de l’intérêt légitime poursuivi par le 
responsable du traitement, conformément à l’article 6, paragraphe 1, 
point f) du RGPD 

(1) Autre entité habilitée, 

4 Transfert de données à caractère personnel vers un pays tiers ou une organisation internationale 
  Aucun transfert de données à caractère personnel vers un pays tiers ou une organisation internationale n’est 

effectué. 
5 Identification de la source des données à caractère personnel 
  La source des données est directement la personne concernée (ou son représentant légal), par sa 

participation à des activités de photographie/enregistrement vidéo, ou à un événement documenté, ou par la 
publication volontaire d’un avis ou témoignage. 

6 Durée de conservation des données à caractère personnel 
  Les données sont conservées pendant la durée de la relation de travail ou jusqu’à la réalisation de la finalité (5 

ans). Cette durée ne s’applique pas aux documents/enregistrements présentant une valeur documentaire 
permanente, conformément à la législation relative aux archives et à la gestion documentaire. 

7 Profilage 
  Aucune activité de profilage n’est réalisée. 
8 Obligation de fournir des données à caractère personnel  

La personne concernée (ou son représentant légal) fournit ses données à caractère personnel de manière 
volontaire. La fourniture des données ne constitue ni une exigence légale ni une exigence contractuelle. 
Le responsable du traitement a intérêt à traiter les données sur la base d’un consentement volontaire. 
Toutefois, si l’obtention du consentement s’avère objectivement impossible ou disproportionnée, le 
traitement peut être effectué sur la base de l’intérêt légitime du responsable du traitement. Si la personne 
concernée décide de ne pas donner son consentement, de le retirer ou de s’opposer au traitement de ses 
données à caractère personnel, le responsable du traitement respectera cette décision et veillera à ce que les 
données ne soient pas traitées. Il est également précisé que le retrait du consentement n’affecte pas la licéité 
du traitement effectué sur la base du consentement avant son retrait. 
  

Fichier - Concours 
1 Finalité du traitement des données à caractère personnel et base juridique du traitement 
  La finalité du traitement des données à caractère personnel est la suivante : 
  La finalité du traitement des données à caractère personnel est la participation à un concours sur la base du 

consentement volontaire de la personne concernée. Dans le cas où le participant devient gagnant, le 
responsable du traitement peut également publier les données à caractère personnel du gagnant, dans la 
mesure et selon les conditions définies dans le consentement donné. 

  Les données à caractère personnel sont traitées sur la base de : 
  (1) Article 6, paragraphe 1, point a) du Règlement (UE) 2016/679 (RGPD) – consentement de la personne 

concernée. 
2 Identification des données à caractère personnel traitées et des personnes concernées 
  Personnes concernées dont les données sont traitées : 
  Participants au concours, Gagnants du concours. 
  Catégories de données à caractère personnel traitées : 
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  Pour les participants : (i) prénom, (ii) nom, (iii) adresse e-mail; 
Pour les gagnants : (i) prénom, (ii) nom, (iii) adresse e-mail, (iv) photographie du gagnant lors de la remise du 
prix, à des fins de preuve de remise par l’organisateur, et/ou photographie personnelle avec le prix, (v) 
adresse postale complète pour la livraison du prix 

3 Identification des destinataires ou autres parties pouvant avoir accès aux données 
  Catégories de destinataires Identification des destinataires 
  (1) Institutions, organisations, partenaires contractuels ou autres 

entités ayant accès en vertu d’une disposition légale spécifique et/ou 
dans le cadre de l’exercice de l’autorité publique, conformément à 
l’article 6, paragraphe 1, points c) et e) du RGPD (par exemple : 
- autre disposition légale spécifique). 
(2) Sous-traitants agissant sur la base d’un contrat de traitement, 
conformément à l’article 28 du RGPD. 
(3) Autres responsables du traitement, uniquement si vous avez donné 
votre consentement, conformément à l’article 6, paragraphe 1, point a) 
du RGPD. 
(4) Partenaires contractuels, dans le cadre de l’exécution d’un contrat 
conclu entre vous et le responsable du traitement, conformément à 
l’article 6, paragraphe 1, point b) du RGPD. 
(5) Autres parties, sur la base de l’intérêt légitime poursuivi par le 
responsable du traitement, conformément à l’article 6, paragraphe 1, 
point f) du RGPD. 

(2) SmartSelling a.s., numéro 
d’identification : 29210372 

(République tchèque) 
(1) Autre entité habilitée. 

4 Transfert de données à caractère personnel vers un pays tiers ou une organisation internationale 
  Aucun transfert de données à caractère personnel vers un pays tiers ou une organisation internationale n’est 

effectué. 
5 Identification de la source des données à caractère personnel 
  Les données sont fournies directement par la personne concernée. 
6 Durée de conservation des données à caractère personnel 
  Les données sont conservées pendant 2 mois après la fin du concours. Dans le cas du gagnant, les données à 

caractère personnel peuvent être publiées pendant 2 mois à compter de la date de l’annonce des résultats du 
concours. 

7 Profilage 
  Aucune activité de profilage n’est réalisée. 
8 Obligation de fournir des données à caractère personnel  

La personne concernée (ou son représentant légal) fournit ses données à caractère personnel 
volontairement, sur la base de son consentement. La fourniture des données ne constitue ni une obligation 
légale ni une exigence contractuelle. En cas de non-fourniture des données, la personne concernée ne pourra 
pas participer au concours.    

Fichier - Cookies 
1 Finalité du traitement des données à caractère personnel et base juridique du traitement 
  La finalité du traitement des données à caractère personnel est la suivante : 
  Fourniture et amélioration des services, Développement de nouveaux services, Protection des utilisateurs 

Garantie d’une recherche et d’une publicité efficaces. 
  Les données à caractère personnel sont traitées sur la base de : 
  (1) Article 6, paragraphe 1, point a) du RGPD – consentement de la personne concernée, 

(2) Article 6, paragraphe 1, point f) du RGPD – intérêt légitime du responsable du traitement. 
2 Identification des données à caractère personnel traitées et des personnes concernées 
  Personnes concernées dont les données sont traitées : 
  Utilisateurs du site web du responsable du traitement. 
  Catégories de données à caractère personnel traitées : 
  • Données personnelles courantes permettant une identification directe ou indirecte, données de localisation. 
3 Identification des destinataires ou autres parties pouvant avoir accès aux données 
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  Catégories de destinataires Identification des destinataires 
  (1) Institutions, organisations, partenaires contractuels ou autres 

entités ayant accès en vertu d’une disposition légale spécifique et/ou 
dans le cadre de l’exercice de l’autorité publique, conformément à 
l’article 6, paragraphe 1, points c) et e) du RGPD par exemple : 
-autre disposition légale spécifique 
(2) Sous-traitants agissant sur la base d’un contrat de traitement, 
conformément à l’article 28 du RGPD 
(3) Autres responsables du traitement, uniquement si vous avez donné 
votre consentement, conformément à l’article 6, paragraphe 1, point a) 
du RGPD 
(4) Partenaires contractuels, dans le cadre de l’exécution d’un contrat 
conclu entre vous et le responsable du traitement, conformément à 
l’article 6, paragraphe 1, point b) du RGPD 
(5) Autres parties, sur la base de l’intérêt légitime poursuivi par le 
responsable du traitement, conformément à l’article 6, paragraphe 1, 
point f) du RGPD 

(1) Autre entité habilitée. 

4 Transfert de données à caractère personnel vers un pays tiers ou une organisation internationale 
  Le responsable du traitement transfère des données à caractère personnel vers un pays tiers (États-Unis) et 

une organisation internationale : Google Ireland Limited. 
Le responsable du traitement a mis en place des garanties appropriées sous la forme de clauses 
contractuelles types adoptées par la Commission conformément à l’article 46, paragraphe 2, point c) du 
RGPD. 

5 Identification de la source des données à caractère personnel 
  Les données sont fournies directement par la personne concernée, par l’utilisation du site web du 

responsable du traitement. 
6 Durée de conservation des données à caractère personnel 
  Les données sont conservées jusqu’à l’expiration de la durée du consentement, sauf si celui-ci est renouvelé 

par la personne concernée. 
7 Profilage 
  Aucune activité de profilage n’est réalisée. 
8 Obligation de fournir des données à caractère personnel  

La personne concernée fournit ses données à caractère personnel volontairement, sur la base de son 
consentement. La fourniture des données ne constitue ni une obligation légale ni une exigence contractuelle. 
En cas de non-fourniture des données, le responsable du traitement ne pourra pas suivre ni analyser le 
comportement de l’utilisateur sur le site web, ce qui peut limiter la capacité à fournir, améliorer ou 
développer de nouveaux services, à protéger les utilisateurs et à assurer une recherche et une publicité 
efficaces.    

Fichier – Mesures techniques et organisationnelles 
1 Finalité du traitement des données à caractère personnel et base juridique du traitement 
  La finalité du traitement des données à caractère personnel est la suivante : 
  La finalité du traitement est la mise en œuvre de mesures techniques et organisationnelles adoptées par le 

responsable du traitement afin d’assurer un niveau de sécurité approprié et de garantir la conformité aux 
exigences du RGPD. Cela constitue à la fois un intérêt légitime du responsable du traitement et une obligation 
légale découlant du RGPD. 

  Les données à caractère personnel sont traitées sur la base de : 
  (1) Article 6, paragraphe 1, point f) du RGPD – intérêt légitime, 

(2) Article 6, paragraphe 1, point c) du RGPD – obligation légale en vertu : 
• du Règlement (UE) 2016/679 (RGPD), 
• de la loi n° 18/2018 Coll. relative à la protection des données personnelles. 

2 Identification des données à caractère personnel traitées et des personnes concernées 
  Personnes concernées dont les données sont traitées : 
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  Employés, Délégué à la protection des données, Personnes exerçant leurs droits, Personnes visées par les 
obligations du responsable du traitement en vertu du RGPD, Personnes impliquées ou concernées par un 
incident de sécurité, Sous-traitants, Autres entités externes (consultants, auditeurs, avocats, etc.), Agents 
d’autorités publiques dans le cadre de leurs compétences légales (ex. : autorités de contrôle) 

  Catégories de données à caractère personnel traitées : 
  Données d’identification et de contact, Données supplémentaires selon la nature du cas traité, telles que : 

Identifiants de connexion, Données comportementales (ex. : journaux de connexion, d’activité), Données 
nécessaires à la vérification de l’identité, Données révélant des violations des règles internes (ex. : 
contournement des paramètres de sécurité)  

3 Identification des destinataires ou autres parties pouvant avoir accès aux données 
  Catégories de destinataires Identification des destinataires 
  (1) Institutions, organisations, partenaires contractuels ou autres 

entités autorisées par une disposition légale spécifique et/ou dans le 
cadre de l’exercice de l’autorité publique, conformément à l’article 6, 
paragraphe 1, points c) et e) du RGPD, notamment : 
a- RGPD, 
a- Loi n° 18/2018 Coll., 
b- Code de procédure pénale (loi n° 301/2005 Coll.), 
b- Loi sur la police (loi n° 171/1993 Coll., notamment §76a), 
c- Autres dispositions légales spécifiques 
(2) Sous-traitants sur la base d’un contrat de traitement (article 28 du 
RGPD) 
(3) Autres responsables du traitement, si le consentement a été donné 
(article 6, paragraphe 1, point a) du RGPD) 
(4) Partenaires contractuels, dans le cadre de l’exécution d’un contrat 
(article 6, paragraphe 1, point b) du RGPD) 
(5) Autres parties, sur la base de l’intérêt légitime (article 6, paragraphe 
1, point f) du RGPD) 

(1a,5) Délégué à la protection des 
données, Autorité de protection des 

données personnelles de la 
République slovaque, 

(1b,5) Police, Parquet, Tribunaux de 
la République slovaque,  

(1c) Autre entité habilitée. 

4 Transfert de données à caractère personnel vers un pays tiers ou une organisation internationale 
  Aucun transfert de données à caractère personnel vers un pays tiers ou une organisation internationale n’est 

effectué. 
5 Identification de la source des données à caractère personnel 
  Les données sont fournies directement par la personne concernée ou son représentant légal. 
6 Durée de conservation des données à caractère personnel 
  Conformément au chapitre « tenue des registres, archivage » de la Politique de protection des données 

personnelles et de la Politique de sécurité des données : La majorité des enregistrements sont conservés 3 
ans ou moins, Les enregistrements liés à l’effacement ou contenant des contrats sont conservés 5 ans, 
Certains enregistrements sont conservés de manière permanente (ex. : incidents de sécurité, analyses 
d’impact, notifications aux personnes concernées) 

7 Profilage 
  Aucune activité de profilage n’est réalisée. 
8 Obligation de fournir des données à caractère personnel  

Les données fournies volontairement par la personne concernée (ex. : demande d’exercice de droits) sont 
traitées dans le cadre de son intérêt légitime. La fourniture n’est ni une obligation légale ni contractuelle, mais 
en cas de non-fourniture, le responsable du traitement pourrait ne pas être en mesure de traiter la demande. 
La personne concernée est tenue de fournir les données personnelles exigées par le responsable du 
traitement dans le cadre de la mise en œuvre des mesures techniques et organisationnelles (ex. : attestation 
de formation, attribution d’accès, utilisation correcte des ressources). Ces données sont nécessaires pour 
respecter les obligations légales et les intérêts légitimes du responsable du traitement. En cas de non-
fourniture, des conséquences peuvent être appliquées, telles que : Refus d’accès aux données, ressources ou 
services, Conséquences dans le cadre de la relation de travail ou autre relation contractuelle, Risques pour la 
sécurité, les biens, la santé, la vie ou les intérêts financiers du responsable du traitement ou de tiers, 
Éventuelles violations de la loi.  
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Fichier – Communauté IT de msg 
1 Finalité du traitement des données à caractère personnel et base juridique du traitement 
  La finalité du traitement des données à caractère personnel est la suivante : 
  La finalité du traitement est la participation à la communauté IT msg, ainsi que la réception des services et 

avantages liés à l’adhésion à cette communauté. 
  Les données à caractère personnel sont traitées sur la base de : 
  (1) Article 6, paragraphe 1, point b) du RGPD – relation contractuelle ou précontractuelle avec la personne 

concernée. 
2 Identification des données à caractère personnel traitées et des personnes concernées 
  Personnes concernées dont les données sont traitées : 
  Membres de la communauté IT msg. 
  Catégories de données à caractère personnel traitées: 
  Données personnelles : données d’identification, de contact et autres données liées à l’adhésion à la 

communauté IT msg, notamment : Prénom, Nom, Adresse e-mail. 
3 Identification des destinataires ou autres parties pouvant avoir accès aux données 
  Catégories de destinataires Identification des destinataires 
  (1Institutions, organisations, partenaires contractuels ou autres entités 

autorisées par une disposition légale spécifique et/ou dans le cadre de 
l’exercice de l’autorité publique, conformément à l’article 6, paragraphe 1, 
points c) et e) du RGPD, notamment : 
-Loi sur le corps de police 
-Autres dispositions légales spécifiques 
(2) Sous-traitants sur la base d’un contrat de traitement (article 28 du 
RGPD) 
(3) Autres responsables du traitement, si le consentement a été donné 
(article 6, paragraphe 1, point a) du RGPD) 
(4) Partenaires contractuels, dans le cadre de l’exécution d’un contrat 
(article 6, paragraphe 1, point b) du RGPD) 
(5) Autres parties, sur la base de l’intérêt légitime (article 6, paragraphe 1, 
point f) du RGPD) 

(2) SmartSelling a.s., numéro 
d’identification : 29210372 

(République tchèque) 
 (1) Autre entité habilitée. 

4 Transfert de données à caractère personnel vers un pays tiers ou une organisation internationale 
  Aucun transfert de données à caractère personnel vers un pays tiers ou une organisation internationale n’est 

effectué. 
5 Identification de la source des données à caractère personnel 
  Les données sont fournies directement par la personne concernée. 
6 Durée de conservation des données à caractère personnel 
  Les données sont conservées pendant la durée de l’adhésion à la communauté IT msg. 
7 Profilage 
  Aucune activité de profilage n’est réalisée. 
8 Obligation de fournir des données à caractère personnel  

La personne concernée (ou son représentant légal) fournit ses données à caractère personnel 
volontairement, dans le cadre de l’exécution de la relation contractuelle (fourniture de services gratuits). En 
cas de non-fourniture des données, la personne concernée ne pourra pas devenir membre de la 
communauté. 
  

Fichier - Communauté Alumni de msg 
1 Finalité du traitement des données à caractère personnel et base juridique du traitement 
  La finalité du traitement des données à caractère personnel est la suivante : 
  La finalité du traitement est la participation à la communauté Alumni de msg, ainsi que la réception des 

services et avantages liés à l’adhésion à cette communauté. 
  Les données à caractère personnel sont traitées sur la base de : 
  (1) Article 6, paragraphe 1, point a) du RGPD – consentement de la personne concernée,        
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(1) Article 6, paragraphe 1, point f) du RGPD – intérêt légitime du responsable du traitement (ex. : envoi d’une 
invitation). 

2 Identification des données à caractère personnel traitées et des personnes concernées 
  Personnes concernées dont les données sont traitées : 
  Membres de la communauté Alumni de msg. 
  Catégories de données à caractère personnel traitées: 
  Données personnelles : données d’identification, de contact et autres données liées à l’adhésion à la 

communauté Alumni de msg, notamment : Prénom, Nom, Adresse e-mail 
3 Identification des destinataires ou autres parties pouvant avoir accès aux données 
  Catégories de destinataires Identification des destinataires 
  (1) Institutions, organisations, partenaires contractuels ou autres 

entités autorisées par une disposition légale spécifique et/ou dans le 
cadre de l’exercice de l’autorité publique, conformément à l’article 6, 
paragraphe 1, points c) et e) du RGPD, notamment : 
-Loi sur le corps de police 
-Autres dispositions légales spécifiques 
(2) Sous-traitants sur la base d’un contrat de traitement (article 28 du 
RGPD) 
(3) Autres responsables du traitement, si le consentement a été donné 
(article 6, paragraphe 1, point a) du RGPD) 
(4) Partenaires contractuels, dans le cadre de l’exécution d’un contrat 
(article 6, paragraphe 1, point b) du RGPD) 
(5) Autres parties, sur la base de l’intérêt légitime (article 6, paragraphe 
1, point f) du RGPD) 

(2) SmartSelling a.s., numéro 
d’identification : 29210372 

(République tchèque), (1) Autre 
entité habilitée. 

4 Transfert de données à caractère personnel vers un pays tiers ou une organisation internationale 
  Aucun transfert de données à caractère personnel vers un pays tiers ou une organisation internationale n’est 

effectué. 
5 Identification de la source des données à caractère personnel 
  Les données sont fournies directement par la personne concernée. 
6 Durée de conservation des données à caractère personnel 
  Les données sont conservées pendant la durée de l’adhésion à la communauté Alumni de msg. 
7 Profilage 
  Aucune activité de profilage n’est réalisée. 
8 Obligation de fournir des données à caractère personnel  

La personne concernée fournit ses données à caractère personnel volontairement, sur la base de son 
consentement pour devenir membre de la communauté. En cas de non-fourniture des données, la personne 
concernée ne pourra pas devenir membre de la communauté. Le traitement des données personnelles pour 
l’envoi d’une invitation à rejoindre la communauté est effectué sans consentement, sur la base de l’intérêt 
légitime du responsable du traitement. 



Annexes 
Annexe n°1 

 

 [] (en-tête – titre, prénom, nom, adresse du demandeur) 
 
 
 

[] (nom du responsable du traitement) 
[] (adresse)  
[] (numéro d’identification – IČO)  

 
  

À [], le [] 
 
 
 
Demande relative à l’exercice des droits en matière de traitement des données à caractère personnel 
 
Madame, Monsieur [] (délégué à la protection des données, société, responsable du traitement), 
 

Conformément aux dispositions légales applicables en matière de protection des données personnelles, je vous 
adresse la présente demande en tant que personne concernée afin d’exercer mon droit : 

 
[] (indiquer une ou plusieurs des options A à H ci-dessous selon le type de demande – supprimer les options non 
pertinentes) 
 
(A) - Demande de rectification des données personnelles me concernant traitées dans le cadre de [] (indiquez 
la nature de votre relation avec le responsable du traitement ou toute autre circonstance permettant d’identifier votre 
personne) 
 
Détails de la demande :  
 
En raison du traitement de données personnelles inexactes, je vous prie de bien vouloir procéder à leur 
rectification comme suit : 
 
Données personnelles inexactes : 
[] (indiquez les données inexactes, si connues) 
 
Données personnelles exactes : 
[] (indiquez les données personnelles corrigées ou actuelles) 
 
--------------------------------------------------------------------------------------------------------------------- 
 
(B)  - Demande de complément des données personnelles me concernant traitées dans le cadre de [] 
(indiquez la nature de votre relation avec le responsable du traitement ou toute autre circonstance permettant de vous 
identifier) 
 
Détails de la demande :  
 
En raison du traitement de données personnelles incomplètes, je vous prie de bien vouloir les compléter comme 
suit : 
 
Données personnelles incomplètes : 
[] (indiquez les données incomplètes, si connues) 
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Données personnelles complétées : 
[] (indiquez les données complètes) 
 
--------------------------------------------------------------------------------------------------------------------- 
 
(C) - Demande d’effacement des données personnelles me concernant traitées dans le cadre de [] (indiquez 
la nature de votre relation avec le responsable du traitement ou toute autre circonstance permettant de vous identifier) 
 
Détails de la demande :  
 
Je demande l’effacement de mes données personnelles pour les raisons suivantes : 
 
(cochez une ou plusieurs options pertinentes) 

 Les données personnelles ne sont plus nécessaires aux finalités pour lesquelles elles ont été collectées 
ou traitées 

 Retrait de mon consentement au traitement des données personnelles 
 Suite à mon opposition au traitement, il a été établi que les intérêts légitimes du responsable du 

traitement ne prévalent pas sur mes droits et libertés 
 Opposition au traitement de mes données personnelles à des fins de marketing direct (y compris le 

profilage) 
 Les données personnelles ont été traitées de manière illicite 
 Les données doivent être effacées conformément à une obligation légale 
 Les données ont été collectées dans le cadre de l’offre de services de la société de l’information à un 

enfant 
 
Justification : 
[] (décrivez la situation en détail) 
 
--------------------------------------------------------------------------------------------------------------------- 
 
(D) - Demande de copie des données personnelles me concernant traitées dans le cadre de [] (indiquez la 
nature de votre relation avec le responsable du traitement ou toute autre circonstance permettant de vous identifier) 
 
Détails de la demande :  
 
Si vous confirmez détenir des données personnelles me concernant, je demande l’accès à ces données par l’envoi 
d’une copie : [] (précisez la forme souhaitée, par exemple électronique à une adresse e-mail ou imprimée à une adresse 
postale) 
 
--------------------------------------------------------------------------------------------------------------------- 
 
(E) - Demande de portabilité des données personnelles me concernant vers un autre responsable du 
traitement dans le cadre de [] (indiquez la nature de votre relation avec le responsable du traitement ou toute autre 
circonstance permettant de vous identifier) 
 
Détails de la demande :  
Responsable du traitement destinataire : [] (indiquez les coordonnées du destinataire) 
 
Forme et lieu de transmission : [] (précisez la forme et l’adresse de livraison, par exemple électronique ou imprimée) 
 
--------------------------------------------------------------------------------------------------------------------- 
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(F) - Demande de limitation du traitement des données personnelles me concernant dans le cadre de [] 
(indiquez la nature de votre relation avec le responsable du traitement ou toute autre circonstance permettant de vous 
identifier) 
 
Détails de la demande : 
 
Je demande la limitation du traitement pour les raisons suivantes : 
 
(cochez une ou plusieurs options pertinentes) 

 Les données personnelles ne sont pas exactes et je demande la limitation pendant la vérification de leur 
exactitude 

 Le traitement est illicite, mais je m’oppose à l’effacement et préfère la limitation de leur utilisation 
 Les données sont nécessaires pour la constatation, l’exercice ou la défense de droits en justice 
 Suite à mon opposition au traitement, je demande la limitation pendant la vérification de la prévalence 

des intérêts légitimes du responsable du traitement 
 
Justification : 
[] (décrivez la situation en détail) 
 
Forme souhaitée de limitation :  
[] (ex. transfert temporaire vers un autre système, restriction d’accès, retrait temporaire du site web, etc.) 
 
Durée souhaitée de limitation : 
[] (ex. durée nécessaire à la défense de mes droits, jusqu’à vérification, etc.) 
 
--------------------------------------------------------------------------------------------------------------------- 
 
(G) - Opposition au traitement des données personnelles me concernant dans le cadre de [] (indiquez la 
nature de votre relation avec le responsable du traitement ou toute autre circonstance permettant de vous identifier) 
 
Détails de la demande : 
 
Je m’oppose au traitement de mes données personnelles fondé sur : 
 
(cochez une ou plusieurs options pertinentes) 

 l’intérêt public ou l’exercice de l’autorité publique confiée au responsable du traitement 
 l’intérêt légitime du responsable du traitement ou d’un tiers 

 
Justification : 
[] (ex. je ne souhaite pas que mes données soient utilisées à des fins de marketing direct, y compris le profilage) 
 
--------------------------------------------------------------------------------------------------------------------- 
 
(H) - Demande de ne pas faire l’objet d’une décision fondée exclusivement sur un traitement automatisé, y 
compris le profilage, dans le cadre de [] (indiquez la nature de votre relation avec le responsable du traitement ou 
toute autre circonstance permettant de vous identifier) 
 
Détails de la demande :  
[] (précisez vos exigences et justifications, ex. ce traitement peut avoir des effets négatifs tels que [] , je demande un 
traitement non automatisé) 
 
--------------------------------------------------------------------------------------------------------------------- 
 
Pour toute question ou demande d’éclaircissement, veuillez me contacter à : [] (adresse e-mail, numéro de téléphone, 
adresse postale, etc.) 
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Je vous remercie par avance pour le traitement de ma demande. 
 
 
 
 

Cordialement, 
 
 
 
 
 
____________________________ 

[] (nom, prénom et signature de la personne concernée) 
 

 
 

 

 


